
PRIVACY POLICY 

Introduction. 

FCQ Sp. z o.o. a Polish Limited Liability Company with its principal place of business 
at Tomasza Zana 43/2.1, 20-601 Lublin, Poland, Company Number 0000870146 
(later referred to as: FCQ or Administrator) is the administrator of your Personal 
Data. 

We ask you to read the content of this Privacy Policy. If you have any questions 
related to this Privacy Policy or to submit a request for Personal Data, you can 
contact us via e-mail at office@fcqplatform.com or write to us at the following 
address: FCQ Sp. z o.o. Tomasza Zana 43/2.1, 20-601 Lublin, Poland. FCQ is 
responsible for processing data on this website. 

Administrator cares of the protection of your personal data and User’s privacy, who 
visiting the Website. Your personal data are collected and processed through our 
site in compliance with REGULATION (EU) 2016/679 OF THE EUROPEAN 
PARLIAMENT AND OF THE COUNCIL of 27 April 2016 on the protection of natural 
persons with regard to the processing of personal data and on the free movement 
of such data, and repealing Directive 95/46/EC (General Data Protection 
Regulation) (later referred to as: GDPR). 

Administrator is responsible for using information about you in a safe manner, in 
accordance with applicable law, in particular in accordance with the provisions of 
the GDPR and in accordance with the Regulations. 

It is our right to revise this Privacy Policy if we feed the need to. Any vital change 
to this Policy will be followed with a website-wide notification to all users. 
Continuing to access or use our website after the revision becomes effective is 
automatically considered a consent to the reviewed Policy, and therefore, all users 
doing so will be bound by it. 

§ 1. 

Your personal data are processed through administrator in order to: 

1) receive commercial information for marketing purposes, if the user agrees 
to process personal data for such purpose, 
2) perform the invest, trade or purchase or to take action before its 
implementation, if the user agrees to process personal data for such purpose, 
3) fulfil legal obligations, 
4) analyze data to match the offer, 
5) ensure the proper display of the Website on the device used by the User, 
adapting the content of the Website to the preferences of Users and its continuous 
optimization, including the use of Google Analytics, as well as ensuring the 
continuity of the User's session. 

§ 2. 



To ensure that all necessary steps are taken to protect the privacy of our Users, 
FCQ created this policy in such way that it fully complies with the GDPR. The data 
collected by us may be transferred to, and stored at, a destination outside the UE. 

§ 3 

Legal basis for the processing of personal data: 

1. Art. 6 sec. 1a) GDPR: based on an explicit and voluntary consent, personal data 
is processed for marketing purposes. 

2. Art. 6 sec. 1b) GDPR: processing is necessary to perform the invest, trade or 
purchase or to take action before its implementation. 

3. Art. 6 sec. 1c) GDPR: processing is necessary to fulfil legal obligations. 

4. Art. 6 sec. 1f) GDPR: processing is necessary for purposes resulting from the 
legitimate interest of data analysis in order to match the offer. 

5. Art. 6 sec. 1f) GDPR: processing is necessary for purposes: resulting from 
display of the Website on the User’s device, adapt the content of Website to user 
preferences and its continuous optimization, including the use of Google Analytics, 
as well as ensuring the continuity of the User's session. 

The recipients of the User’s personal data are suppliers of goods and services 
necessary for the implementation of the above-mentioned purposes and entities 
entrusted with the processing of the User's personal data by Administrator. With 
regard to the processing of the User’s personal data for statistical purposes, the 
recipient of his data is Google Inc. based in the USA. 

§ 4 

Personal data will be stored: 

1) in the case of data processed on the basis of consent – until withdrawal of the 
permission given by the user; 

2) in the case of personal data processed in connection with the legitimate 
interest of Administrator - until the legitimate interests of Administrator that 
constitute the basis for this processing are fulfilled or until an objection to such 
processing is raised; 

3) The data used for statistical purposes by Google Analytics is stored in 
accordance with the privacy policy of Google Inc. 

Users has the right to change or withdrawal of the permission to the right of access 
to their content against (without affecting the lawfulness of processing based on 
consent before its withdrawal) - in the case of processing personal data on the 
basis of consent, and the right to access their content, as well as the right to 
correct, delete, limit processing and the right to object to processing. The user also 
has the right to lodge a complaint with the supervisory body - the President of the 
Office for Personal Data Protection. 



If you wish to implement your rights, please contact us in the traditional form or 
via email, using the following information: 

1) FCQ Sp. z o.o. Tomasza Zana 43/2.1, 20-601 Lublin, Poland  
2) office@fcqplatform.com  

Personal information of any user is stored securely until it has no use or it is no 
longer required, in compliance with GDPR. Any submitted information may be used 
by us to further provide you with information about our products and services or 
to assist you in answering any questions or queries submitted by you. This includes 
using your details to inform you of important announcements within website. 
Regarding receiving any email marketing material, we assure you that your details 
are not passed on to any third parties. 

§ 5 

To make the overall users experience better, FCQ may collect data through cookie 
files. Where applicable, a user will be in charge of allowance of the use of cookies 
on their computer/device by the means of our cookie control system. This complies 
with recent legal requirements of obtaining explicit consent from users before 
storing and/or reading files such as cookies on a user’s computer/device. Cookies 
are small files invented to track, save and store information about usage of the 
website and user’s interaction on it that are saved to the user’s computer. 
Collecting this data provide the users quality experience within this website. 

Users are advised that in order to deny the use and saving of cookies from this 
website on to their computer’s hard drive they should take necessary steps, such 
as blocking all cookie files from this website in their browser’s security settings. 
This website uses tracking software to collect data about how users use our 
services. This software is provided by Google Analytics, which may use cookies to 
track visitor usage. For further information, read Google’s privacy policy at 
http://www.google.com/privacy.html. 

§ 6 

FCQ may use automatic data collection technologies to collect certain information 
about our Users equipment, browsing actions, and patterns, including: 

1) Details of visits to our Website, including traffic data, geolocation data, logs, 
and other communication data and the resources that our Users access and 
use on FCQ Website; 

2) Information about computer and internet connection, including our Users IP 
address, operating system, and browser type; 

The information FCQ collects automatically is statistical data and may include 
personal information, or we may maintain it or associate it with personal 
information FCQ collects in other ways. 



The technologies FCQ uses for this automatic data collection may include Cookies 
and Google Analytics - a web analytics service from Google Inc. (1600 
Amphitheatre Parkway, Mountain View, CA 94043, USA). 

§ 7 

You can exercise the right to protect your Data: 

1. The right to access and manage your Data; 

2. The right to remove or limit the processing of your Data; 

3. The right to receive a copy of Personal Data; 

4. The right to cancel or modify consent to marketing communications. 

These rights could be implement by Users from their account and by Administrator 
after email from User. 

§ 8 

FCQ have implemented several measures to help protect your personal 
information. These measures include, but are not limited to, minimizing access to 
personal data to employees who must have access to it, and encrypting personal 
data transmitted through our websites using the SSL/TLS protocol. We update our 
security measures to increase the security of your Personal Data. 

FCQ regularly reviews the rules governing the processing of Personal Data, 
including security solutions. FCQ have implemented procedures for dealing with 
suspected personal data breaches. The security of your Personal Data also depends 
on you. Be sure to choose an Account password that no one else knows or can 
easily guess, and to keep your login details and password confidential. When 
finished, log out of your Account, especially if you are using a shared computer. 

FCQ is not responsible for the actions of unauthorized persons to whom login 
details have been disclosed. In such cases, we are not responsible for any 
acquisition or distribution of your Personal Data by such unauthorized party. If you 
believe that your personal information has been compromised, we encourage you 
to notify us immediately. 

This website will never deliberately include any potentially malicious external links 
on its servers. While we, as FCQ, seek to improve your overall experience by 
providing safe and relevant sources, a policy of caution should be adopted before 
clicking on any external links referenced by this website. It is for your own safety 
that you note that any external material is entered by you at your own risk and 
FCQ cannot be held liable for any damages caused by visiting/interacting with any 
content on external websites. 
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